DUBAI CYBERSECURITY STRATEGY

CYBER SECURITY
أمن الفضاء الإلكتروني

INNOVATION
إبداع

CYBER SMART SOCIETY
مجتمع واعٍ

CYBER RESILIENCE
مرونة الفضاء الإلكتروني

NATIONAL & INTERNATIONAL COLLABORATION
التعاون الوطني والدولي
CYBER SMART SOCIETY

OBJECTIVES

1. Availability of knowledgeable, experienced and trained personnel in cyber security for public and private sector

2. Cyber security awareness should be provided to employees of public and private sector

3. Provision of cyber security awareness to individuals

4. Raising the skills of cyber security experts
Information Security Regulation
Members in the Industry Advisory Board Committee

UNIVERSITY OF WOLLONGONG

HIGHER COLLEGES OF TECHNOLOGY

UNIVERSITY of DUBAI

IEEE

Members & Chairs in IEEE

Summer Trainings for Students
OBJECTIVES

1. Promotion of research and development activities that support the secure cyber space

2. Ensuring a free, fair and secure cyber space that supports the growth of Dubai

3. Adoption of cyber security in new technologies

4. Introduction of new certification schemes for cyber security
CALL FOR RESEARCH PROPOSALS

INNOVATION

700,000 AED

Your ideas can change Cyber security world

Do you have an idea that will change the cybersecurity world? Let’s hear your ideas.

If you are a university or college student in UAE, and have ideas for new technologies, techniques, and methods related to cybersecurity, let’s hear from you.

Your ideas can be, but not limited, on: networking, mobile, biometrics, IoT, cloud computing, and could be a technique, tool, device, or application.

Submit your ideas for a chance to win with us.

1st place: AED 25,000
2nd place: AED 23,000
3rd place: AED 15,000

Applications close 10th November, 2019.

For more inquiries please send email to:
ideas@docsc.ae

Submit your idea
1. Senior executive management needs to understand the importance of cyber security

2. Implementation of an information security management system (ISMS) standard

3. Establishment of a set of baseline cyber security controls for citizens, and support of their implementation

4. Continuous development of information and cyber security standards and guidelines
OBJECTIVES

1. Incidents should be reported to DESC, and information about cyber security risks and incidents should be shared

2. Establishment, maintenance and improvement of cyber resilience capabilities

3. Provision of support for incident management, threat intelligence, and a platform for information sharing

4. Service providers need to comply with relevant cyber resilience standards
Ecrime Platform
OBJECTIVES

1. Establishment of international collaboration
2. Establishment of partnerships with public and private sector
3. Establishment of cyber security legislation
NATIONAL & INTERNATIONAL COLLABORATION
DUBAI CYBERSECURITY STRATEGY

Cyber Security

Cyber Resilience

Innovation

Cyber Smart Society

National & International Collaboration

Dubai
THANK YOU